[image: image1.png](AASEC=—

the information security provider





[image: image2.jpg]



atsec information security

www.atsec.com

email contact for ISMS: isms-info@atsec.com 
ISO/IEC 27001 Compliance Request for Information
This form guides you in gathering the basic information that atsec needs in order to provide you with information about ISO/IEC 27001 Compliance.
Please complete this form and submit it via email or fax. If you have concerns about sharing proprietary information, please contact us to set up an NDA and appropriate transaction security before submitting the form to us.

For more information about ISO/IEC 27001, refer to the ISO/IEC 27001 FAQ on the atsec web site:  http://www.atsec.com.

Contact Information
Company name:      
Contact name:      
Address:      
City:      
State:      
Country:      
Zip/Postal code:      
Email:      
Phone:      
General Considerations
Which of the following does your organization need to consider in addition to ISO/IEC 27001 (select all that apply)?

 FORMCHECKBOX 
 SAS 70
 FORMCHECKBOX 
 Six Sigma 
 FORMCHECKBOX 
 SSE CMM 
 FORMCHECKBOX 
 Penetration Tests

 FORMCHECKBOX 
 CobIT
 FORMCHECKBOX 
 FISMA
 FORMCHECKBOX 
 ISO 9001 PCI
 FORMCHECKBOX 
 Common Criteria

 FORMCHECKBOX 
 Other
With which of the following standards does your organization need to comply (select all that apply)?

 FORMCHECKBOX 
 Sarbanes-Oxley Act of 2002
 FORMCHECKBOX 
 California SB 1386
 FORMCHECKBOX 
 COPPA
 FORMCHECKBOX 
 European Data Protection
 FORMCHECKBOX 
 HIPAA
 FORMCHECKBOX 
 FISMA

 FORMCHECKBOX 
 Export Administration Regulations
 FORMCHECKBOX 
 ISO/IEC 13335
 FORMCHECKBOX 
 PDD 63

 FORMCHECKBOX 
 Gramm Leach Bliley Act (GLBA)
 FORMCHECKBOX 
 PCI DSS 1.1
 FORMCHECKBOX 
 Other
Which of the following goals do you hope to achieve with ISO/IEC 27001 compliance (select all that apply)?

 FORMCHECKBOX 
 Prepare for ISO 27001 certification
 FORMCHECKBOX 
 Improve overall security
 FORMCHECKBOX 
 Meet customer requirements
 FORMCHECKBOX 
 Meet legislative requirements

 FORMCHECKBOX 
 Reduce the number of audits
 FORMCHECKBOX 
 Adhere to company policy

 FORMCHECKBOX 
 Reduce insurance premiums
 FORMCHECKBOX 
 Other
Is your management committed to achieving and maintaining ISO/IEC 27001 compliance?
 FORMCHECKBOX 
 Yes

 FORMCHECKBOX 
 No

What percentage of employees in the organization whose ISMS will be examined are familiar with ISO/IEC 27001?
 FORMCHECKBOX 
 Very familiar and have some experience with ISO/IEC 27001:       %
 FORMCHECKBOX 
 Familiar, but do not have experience:       %
 FORMCHECKBOX 
 Not familiar:       %

ISMS Scope

The ISMS scope defines the boundaries of the entity seeking to become ISO/IEC 27001 compliant. 
What is the scope of the proposed ISMS?

     
How many sites will be part of the ISMS scope?

     
What is the total number of employees at the sites included in the ISMS scope?
     
Practices

Which of the following practices are used in your organization?
Processes/Procedures
 FORMCHECKBOX 
 Document management

 FORMCHECKBOX 
 Record retention and record management processes

 FORMCHECKBOX 
 Risk assessment

 FORMCHECKBOX 
 Incident management process

Programs

 FORMCHECKBOX 
 Ongoing risk assessment

 FORMCHECKBOX 
 Internal audit program

Documents and Records

Which of the following documents and records are available in your organization?
ISMS Required Documents

 FORMCHECKBOX 
 Management policy

 FORMCHECKBOX 
 Scope of ISMS

 FORMCHECKBOX 
 Risk assessment methodology

 FORMCHECKBOX 
 Recent assets list document

 FORMCHECKBOX 
 Statement of Applicability (SOA)

Records

 FORMCHECKBOX 
 Nonconformities

 FORMCHECKBOX 
 Preventative and corrective actions

 FORMCHECKBOX 
 Training plans for your employees

 FORMCHECKBOX 
 Regular reviews of ISMS

Comments

Additional comments:
     
If you have any questions, please contact atsec at isms-info@atsec.com or by telephone (see http://www.atsec.com/us/addresses-contact.html for regional office numbers).
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